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Logos / Delphi Pro Web Interface Overview

Our Technical Support team will be happy to assist you with configuration and any questions.

Please give us a call at 828-352-2242,
or chat with us online at
www.getscw.com



http://www.getscw.com
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Assign a IP address via PC

Connect the Logos’s ethernet cable to the same network as your computer.

Run SCW Camera tools

The unit is set to default with DHCP enabled, if you'd like to manually assign an IP address our technical support team can help set
this up for you.

SCW Tools Total 2 device(s) () Refresh SE English ~

+ Al v IPC v NVR + | Other All Status Please enter keywords
L Login ° Modify Password IP Modify 1P £+ Device Config 7 oot
Channel Cfg. Device Name IP Madel Version Device Status ~ Operation Operation Status
MNVR- > = =1 N o
-. MNVR-ADMP16P16 192.168.1.93 NVR-ADMP16P16 B3111.27.36.C10810.190800 Mot legged in -

OTC-513-NB 182.168.1.121 OTC-513-NB GPT5-B2102.1.7.200519 Mot legged in

Upgrade
~

Maintenance

HUB,

Calculation

Username: admin
Password: 12345scw (note, when first accessing the on screen menu it will prompt you to change the password.


https://www.getscw.com/security-camera-software/admiral

Personalization

Ad Mode

Upload up to 3 custom images to display at set intervals.

= Live View

= Photo ¥ Setup

Common

Basic Info
Local Settings
Ethernet
Time
Server
User
Ports & Devices
Device Info
* Personalization
Network
Image
Intelligent
Events
Storage
Security

System

Ad Mode Custom Logo and Prompt Custom Button

Ad Mode O On @ Off

Ad Image Play Interval(s) [10 |

Standby time(s)(s) [10 |

Import Image File | || Browse... || Upload || Defautt

Note: 1.The imported must be a .zip file including no more than 3 JPG images named 1.jpg, 2,jpg and 3.jpg.
2.JPG only. Recommended sizes: 80051280 for 10 inchas, 600%1024 for 7 inches, 480*800 for 4 inches.



Custom Logo and Prompt

Allows a custom on screen logo.

[ Live View

& Photo £¥ Setup

Commaon

Basic Info
Local Settings
Ethernet
Time
Server
User
Ports & Devices
Device Info
* Personalization
Network
Image
Intelligent
Events
Storage
Security

Svstam

Ad Mode Custom Logo and Prompt | Custom Button

Title () Display ® Hide

® Default | Custom

Import Logo Image | || Browse. .. | | Upload | Default

Mote: JGF only, no more than 16 characters in file name. Recommended size: 220%180.



Custom Button

Allows you to hide or display the onscreen options below.

@ Live View & Photo ¥ Setup
Common Ad Mode Custom Logo and Prompt Custom Button

Basic Info Call User () Hide @) Display

Local Settings Password (0 Hide (®) Display

Ethernet Call management center () Hide (®) Display

Time Scan QR Code () Hide (®) Display

s s

User

Ports & Devices
Device Info

¥  Personalization
Network
Image
Intelligent
Events
Storage
Security

System



Live View

Live stream with the option for one way audio.

Live View Photo ¥ Setup OET-213H-NB  @Logout

Proportional(Scale V|| Main Stream Image

2020 07 10 14:09:09




Photos

Search through images taken by date and time

= Live View [& Photo ¥ Setup OET-213H-NB  @Logout

Refresh | | Export Record Export Images Delete | | Export & Delete

Photo List Ascending Order | Descending Order Total Capacity 317 MB,Free Space of cache supplementary recording 23 MB,Free Space of backup records 254 MB.

192.168.86.183
Serveri

photo
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Network

e Toggle DHCP on/off
e See/Edit IPv4/6 info

= Live View

& Photo

Common

Network

¥ Network
DS
Port
DDNS
P2P
E-mail
SNMP

802.1x
Image
Intelligent
Events
Storage
Security

System

Ethernet

Obtain IP Address |DHCP v|
IPv6
IPv6 Mode | Manual V]
IPv6 Address |
Prefix Length |64
Default Gateway |

MTU

Port Type FE Port

Operating Mode | Auto-negotiation v




DNS

Allows you to set up preferred and alternate DNS, this is only needed if you're setting up the system for remote access.

Common DNS

Network

Preferred DNS Server  [3.8.3.8 |

Network Alternate DNS Server  [8.8.4.4 |
> DNs | swe |

Port

DDMNS
P2P
E-mail
SNMP
802.1x
Image
Intelligent
Events
Storage
Security

System



Port

Allows you to view/change network ports. This is only needed if you're setting up the system for remote access.

Live View

Common Port | Port Mapping

Network
HTTP Port [80 |
Network HTTPS Port [443 |
DNS RTSP Port |554 |
¥ Port Mote: Modifying the RTSP port number will cause the device to restart.
DDNS - sae |
P2P
E-mail
SNMP
B02.1x
Image
Intelligent
Events
Storage
Security

System



Port Mapping

Allows you to turn Port Mapping on/off. Port Mapping is the auto version of port forwarding.

[ Live View = Photo £ Setup
Common Port Port Mapping
Network ,_
Port Mapping ) 0On (® Off
e Mapping Type
DMNS
Port Type External Port External IP Address  Status
* Port ; B
HTTP Port 80 0.0.0.0 Inactive
RERE RTSP Port 554 0.0.0.0 Inactive
FZp Server Port 81 0.0.0.0 Inactive
] HTTPS Port 443 0.0.0.0 Inactive
sme | N
802.1x
Image
Intelligent
Events
Storage
Security

System



DDNS

Allows you to setup a DDNS to use for remote access instead of an external IP.

Common

Network

Metwork
DNS
Port
DDNS
P2P
E-mail
SNMP

802.1x

Intelligent

Events

Storage

Security

System

@ Live View

DDNS

DDNS Service
DDNS Type
Server Address
Domain Name
Username
Password

Confirm

) On (@) Off

|DynDNS v

www dyndns.com

|....l 80RO BO PR RO R EBREOED
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P2P

This allows remote access to the Logos using the star4live servers, please contact our support team to help set up your system for

remote access.

Common

Network

Image

Metworlk
DNS
Port
DDNS
P2p
E-mail
SNMP

802.1x

Intelligent

Events

Storage

Security

System

= Live View | Photo

P2P

p2p

Quick Add
Address
Register Code
Device Status

Scan

() On (@) Off
@ On () Off
wvow.stardlive.com

314R22FOXUAAOBOGSSVACGTYS

Offline
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E-Mail

Setup email alerts for up to 3 recipients. Your email providers credentials will need to be entered into the “Sender” section.

Common

Network

Metwork
DNS
Port
DDNS
p2p
¥ E-mail
SNMP
802.1x
Image
Intelligent
Events
Storage

Security

System

W Live View

& Photo
E-mail

Sender
Name
Address
SMTP Server
SMTP Port
TLS/SSL
Snapshot Interval(s)
Server Authentication
Username
Password
Recipient
MName1
Address1
MName2
Address2
MName3

Address3

£¥ Setup

v| [ Attach Image

® On () Off

|....Ill........l.l ......l

| Test|

|iTesf§
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SNMP

Simple Network Management Protocol (SNMP) is a way for different devices on a network to share information with one another. It
allows devices to communicate even if the devices are different hardware and run different software.

W Live View &l Photo {¥ Setup
Commeon SNMP
Network
SNMP Type SNMPv3 W
Networl Username admin
DMNS Authentication Mode MD5 A
Port Password [seecssscssescssssenss
DDNS Confirm [s0ssssesssssscsnseses
P2P Encryption Mode DES b
E:mail Password [ssssssessssassnssssss
b SNMP Confirm [s0eccnceccescssscenes

021 e |

Image
Intelligent
Events
Storage
Security

System



802.1X

This menu allows you to set up 802.1X network authentication.

Common

Metwork

Network
DNS
Port
DDNS
P2P
E-mail
SNMP

P 802.1x
Image
Intelligent
Events
Storage
Security

System

@ Live View

& Photo
802.1x

802.1x
Protocol
EAPOL Version
Username
Password

Confirm

¥ Setup

(On (@ Off

EAP-MD5 b
1 v
[admin |

|.|Il'.l.......l'.'...

|.|.ll.l.......ll.'...
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Image

Adjust camera image settings.

OET-213H-NB

©Logout

Common
MNetwork
Image
¥ Image

osD
Intelligent
Events
Storage
Security

System

Image

“ Scenes

[]Enable Auto Switching

7 Image Enhancement
Brightness

Saturation

Contrast

Sharpness

2D Noise Reduction
3D Noise Reduction

Image Rotation

~* Exposure-

“ Smart lllumination

* White Balance

“ Advanced

L

e —

|90°HHII—CJOCKW13€ + flip horizontal

|

Default

18



OSD

Customize the display location of date and temperature.

OET-213H-NB  ©logout

Common Live View
fl=uwnrk . Enable No. Overlay OSD Content X-Axis | Y-Axis
Image . i) 1 <Date & Time: ‘/
i o 2
> o . 3 <Temperature> v
Intelligent 'D é D D
Events | g 5 E E
Storage [t 7 b Jo ]
Security 8| 8 EI D
System Display Style
Effect | Background v|
Font Size [Medium v|
Font Color W L
Min. Margin |N0ne V|
Date Format [ddiMMyyyy v

dd=Day; dddd=Day of the week; M=Month; y=Year

Time Format [HH:mm:ss v]

h/H=12/24 Hour; it=A.M. or P.M.; mm=Minute; ss=5econd

19



Intelligent

Face Menu

Face detection settings. Note on the Logos and Delphi Pro Enable panorama to see the temperature overlay on stored snapshots.

OET-213H.NB  @©Llogout

@ Live View & Photo ¥ Setup
Common Face
Network
Smart Settings > Face
Image Face
Intelligent Detection Area (® Full Screen () Specified Area
Max. Same Thumbnail I... [1 |
* Face
Min. Pupillary Distance (... 120 || Draw
Check Template
Max. Pupillary Distance... [600 || Draw
Time Template
Face Overlay []Enable
Face Library —
Liveness Detection (1 0n (@ Off
| Advanced Setting ) .
Live Detection Level Low A4

Recognition Result Display
Face Detection Threshold

Events
Snapshot Quality Thres... | ——
Storage
Security ~Photo Parameters-
System Panorama () On (@ Off
Face Cutout (®0n () Off
Face Cutout Quality o —

20



Check Template

Create a custom schedule on what credentials are required such as face detections, recognition, and temperature.

M Live View & Photo ¥ Setup OET-213H-NB  @Logout
Common . Check Template
Network T = - T
Image | |Retrcly). A ]| Delete | || *Template Name [default
default
Intelligent Mon Tue Wed Thu Fri Sat
Eiea Time Interval1/00:00:00 [ - 23:59:59 [ [Face x| v |
¥ Check Template Timeintervai2| [j - | |j | v |
Tira Tl Time interva!3| |_‘ R | I—i. | Y |
Face Library Time In‘tervai4| - | |_‘ | v |
Advanced Setting Time lntervai5| r-i - | |_1 | v |
Recognition Result Display Time Intemai6| |—_‘ ” | |—' | v |
Event : Time Interval7| - =i v
vents
Time Intervalg| - | = v
Storage
Security CopyTo []Select All
W Mon [ITue [1Wed [IThu []Fr []Sat [J5un | Ccopy
System =

21



Time Template

Customize when certain users are allowed entry. Note once a custom template is created you must apply the schedule to each user
in the Face Library menu.

= Live View

OET-213H-NB

©lLogout

Common

Network

Intelligent

Face

Check Template
*  Time Template

Face Library

Advanced Setting

Recognition Result Display

Events

Storage

Security

System

Time Template ‘

Refresh| Add || Delete
default

*Template Name

{v/| Enable Plan
| =1 Amed|| [] Unarmed| | Edit |

0123456789 101121314151617 181920212223 24
Mon

Tue
Wed
Thu
Fri

22



Face Library
Add, edit, or remove people from the employee library. Note: New images can be taken directly from the on screen menu.

OET-213H-NB  @Logout

[ Live View

Common | Face Library

Network E = ; = o
|Refresh | Add || Delete | | Add  Modiy| Delete | Batch Import|| Export Template: No. |Please Input Persor| Name ‘P1ease enter name | |Search| | Reset |

Image 1 i

| Total Number Of People 4 [ Select All
Intelligent | DefaultEmployselib  Edit

Face DefaultVisitorLib

Check Template
Time Template
*  Face Library

Advanced Setting

Recognition Result Display
Events | Ben Rogers ol 4 Amanda B i @ BenlL [l 4 sether e
Storage 4026749622 4026797505 4027104183 4027314953
Security
System

23



Advanced Settings

Adjust temperature units from celsius to fahrenheit. As well as Alarm output configuration and QR code detection.

™ Live View

Common
Network
Image

Intelligent

Face
Check Template
Time Template
Face Library

¥  Advanced Setting

Recognition Result Display
Events
Storage
Security

System

& Photo £¥ Setup

Advanced Setting

Door Opening Mode
QR Code Detection
QR Code Protocal

Call Mode
Upload Setting

Image Reporting Mode
Record Reporting Type

Local Storage Settings
Local Storage
Image Storage Mode

Record Storage Type

) Authentication (@ Face () Remote
@) Off ) On (Note: Require card authentication)

() Private (® Third Party

| Community Call V|

| Only Report Sm V|

| Upload Al v

® On () Off

| Save All Picture V|

| save All Record V|

~Attribute Rule Configuration-

-] Safety Helmet-

1+ Mask

Authentication Failad A... ® Off () On

24



" :
Ralenfaca heting v/ Temperature Measurement

Recognition Result Display Temperature Measurem... Measure Forehead Temperature '® Measure Wrist Temperature

Events Authentication Failed A... ® Off () On
Storage Temperature Unit |Fahrenhe'rt ("F) V|
S it Temperature Measurem...[95.9 |-{107.6
ecurity
Temperature Alarm Thr...
System

Temperature Alert ® Off () On

Temperature Alert Offset [32.5 |(Temperature Alert Threshold = Temperature Alarm Threshold - Temperature Alert Offset)

-Alarm Output Configuration-
High Temperature Alarm (® Off () On
Not Wearing Mask Alarm ® Off () On
Blacklist Alarm (®) Off () On

Authentication Failure A...[® Off () On
Intelligant Server 1: @

Intelligent Server 2: @ ﬁ
Edge Storage: @



Recognition Result Display

Adjust what is displayed when a face is detected.

® Live View

Common
Metwork
Image

Intelligent

Face

Check Template

Time Template

Face Library

Advanced Setting

* Recognition Result Display

Events
Storage

Security

System

& Photo £ Setup

Recognition Result Display

Face Library Picture () Show Base Image (®) Show Snapshot () Hide
Recognition Result (@) Default () Custom

Time () Display ® Hide

Base Image Display (®) Single Face () Multiple Faces

Temperature Measurem... ® Display (O Hide

Measurement llustration (® Display () Hide

26



Events

Fire Alarm

Used when configuring alarm input and outputs with a fire alarm.

2] Photo

Common

Network

Image

Intelligent

Events

*  Events

Storage

Security

S)_vstem

Fire Alarm ‘ Tamper Alarm ‘ Door Magnet Alarm ‘ Security Gate Alarm

Alarm Name [1 |
Alarm ID | |
Alarm Type |N.O_ V|
Alarm Input O 0On @ Off
~Trigger Actions

[1Snapshot [_]Open door
- Enable Plan

[ Amed| | [] Unarmed| Edit

0123 4567 89 1011213141516 17 181920212223 24
Mon

Tue
Wed
Thu
Fri
Sat

Sun
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Tamper Alarm

Used when configuring alarm input and outputs with a tamper sensor.

™ Live View

Common Fire Alarm ‘ Tamper Alarm | Door Magnet Alarm | Security Gate Alarm
Network

— Alarm Name 1 |
jmoge Alarm ID [ |
Intel ligent Alarm Type |N.0. v|
Events Alarm Input ® On O Off

s e ~Trigger Actions
1 Snapshot
Storage
Security -[V|Enable Plan
| 1] Amed| | [] Unarmed| Edit |

System

0123456789 101121314151617 181920212223 24
Mon

Tue
Wed
Thu
Fri
Sat

Sun




Door Magnet Alarm

Used when configuring alarm input and outputs with a door magnet.

Common Fire Alarm | Tamper Alarm Door Magnet Alarm | Security Gate Alarm
Network
- Alarm Name | |
Image Aes | |
Intelligent Alarm Type | N.C. v|
Events Alarm Input (1 0On (@ Off
~Trigger Actions
* Events gl n
["15Snapshot
Stnrage
Security |+ Enable Plan
5 Amed|| [} Unarmed Edit |

System

0123456789 1011213141516 17 181920212223 24

Tue
Wed
Thu
Fri

Sun




Security Gate Alarm

Used when configuring alarm input and outputs with a gate.

= Live View & Photo

Common Fire Alarm @ Tamper Alarm @ Door Magnet Alarm Security Gate Alarm
Network
Alarm Name | |
image Alarm ID | |
Intelligent Alarm Type |N.O. v|
Events Alarm Input ) On (® Off
* Events
Storage
Security

System



Storage

Common
Network
Image
Intelligent
Events
Storage

* Storage

FTP

Security

System

[ Live View

Onboard memory storage settings.

& Photo £¥ Setup

Storage

Storage Medium | Memory Card

V|| Clear Data| M Enable

Storage Medium Status: Normal

Total Capacity 2666 MB, Free Space 277 MB.
Allocate Capacity -

Video(MB) 0
Common SnapshotiMB) 0
Smart Snapshot(MB) 317

Video Storage Info

Storage Policy Manual Storage ' Off
Stream [ Main Stream

When Storage Full & Overwrite () Stop
Post-Record(s) 60

(The remaining capacity is used for image storage.)

(The remaining capacity is used for smart snapshot storage.)

31



FTP

File Transfer Protocol menu allows you to configure a network attached storage device for local snapshot backup.

@ Live View [& Photo ¥ Setup
Common General | Smart
Network -Server Parameters
Image Server IP [192.168.0.150 | Upload Images ' B
Intelligent Port No. 21 | Overwrite Storage ]
Events Username | | O\rinmte At(image) [1000
Password |o.o..o.o.-.o.no.ou| :TEE‘J_
Storage —
Storage Snapshot Image |
> FIP Save To
Root Directory
Security |Disable v| W [Disable v| W [Disable v| W [Disable v
< File Mame
- Separator
No. Naming Element
1 [None v x
2
3
4
5 v

Note: Owverwrite will take place in the current directory.




Security

User

The user menu allows you to add or edit users permissions and login credentials.

M Live View = Photo ¥ Setup

Common User

Network [

Image
| No. Username User Type

admin Admin

Intelligent | 1

Events
Storage
Security
b User
Metwork Security

Registration Info

Watermark

System

33



Network Security

HTTPS

Allows you to turn on/off HTTPS and upload a signed SSL certificate. This is only needed if you're setting up the Delphi remote
access.

@ Live View & Photo ¥ Setup

Common HTTPS | RTSP Authentication | ARP Protection |IP Address Filtering Access Policy |
Network g S o
imings SSL Certificate | | Browse.. || Upload
Intelligent ﬁ
Events
Storage
Security

User

¥ Network Security
Registration Info

Watermark

System
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RTSP Authentication

This will protect an attacker from guessing the RTSP or HTTP stream.

™ Live View & Photo

Common HTTPS | RTSP Authentication = ARP Protection I[P Address Filtering | Access Policy
Network :
RTSP Authentication | Digest v
Image HTTP Authentication ~ [None Vi
Intelligent ﬁ
Events
Storage
Security
User

¥ Network Security
Registration Info

Watermark

System
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ARP Protection

In computer networking, ARP spoofing, ARP cache poisoning, or ARP poison routing, is a technique by which an attacker sends
(spoofed) Address Resolution Protocol (ARP) messages onto a local area network. Generally, the aim is to associate the attacker's
MAC address with the IP address of another host, such as the default gateway, causing any traffic meant for that IP address to be
sent to the attacker instead.

ARP spoofing may allow an attacker to intercept data frames on a network, modify the traffic, or stop all traffic. Often the attack is
used as an opening for other attacks, such as denial of service, man in the middle, or session hijacking attacks.

The attack can only be used on networks that use ARP, and requires the attacker to have direct access to the local network segment
to be attacked.

™ Live View = Photo ¥ Setup

Commeon HTTPS RTSP Authentication | ARP Protection | IP Address Filtering = Access Policy
Network -

ARP Protection () On (@ Off
Image Gty 192 168.86.1
Intelligent Gateway MAC Address [0
Events ﬁ
Storage
Security

User
*  Network Security
Registration Info

Watermark

System
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IP Address Filtering

Allows you to block or allow certain devices access to the Delphi's web interface.

[ Live View & Photo ¥ Setup
Common HTTPS | RTSP Authentication @ ARP Protection | IP Address Filtering | Access Policy
Network
IP Address Filtering ) On (@ Off
Image Filtering Mode
Intelligent No.  IP Address +
Events
Storage
Security
User |

*  Network 5ecurity ﬁ

Registration Info

Watermark

System



Access Policy

Enabling friendly password does not affect use. If you turn it off and log in with a weak password, a page will pop up, prompting you
to change the password. There is no Cancel or Close button on this page. The default password is treated as weak. This function is
not supported by some models.

Mac Authentication

Allows you to whitelist certain mac addresses.

Common
Network
Image
Intelligent
Events
Storage

Security

User

M Live View

¥ Network Security

Registration Info

Watermark

System

& Photo

HTTPS @ RTSP Authentication @ ARP Protection [P Address Filtering Access Policy

Friendly Password

MAC Authentication

¥ Setup

® On O Off

®On O Off
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Registration Info

This allows the device to hide all of its vendor information from another device. To turn this feature on after logging into the device on
the web browser and navigating to the “Setup” menu. On the left hand navigation menu navigate to “System > Security > Registration
Info”. In this menu check “Enable” on for “Hide Vendor Info”.

Common
Network
Image
Intelligent
Events
Storage

Security

User

W Live View

MNetwork Security

* Registration Info

Watermark

System

&) Photo
Registration Info

Hide Vendor Info

¥ Setup

() On (@ Off
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Watermark

Custom watermark over any images taken.

= Live View & Photo

Commaon Watermark
Network

Watermark () On (@ Off
Image

Watermark Content |
Intelligent ﬁ

Events

Storage

Security

User
Network Security
Registration Info

P Watermark

System



Basic Info

Used to quickly see the Model, firmware version, and serial number.

[ Live View

Commonh Basic Info | External Device

*  Basic Info Basic Info Common Configuration
Local Settings Model QET-213H-NB
Hiemet Firmware Version QPTS-B2209.3.15.CEN001.L02.200605 Eherpiot
Ti
fme Hardware Version A
Server
Boot Version V112 Time
User
Serial No. 210235C4CC3205000828
Ports & Devices
Network 192.166.86.183/255.255.255.0/192.166.86.1
Device Info nsn 0OsD
MAC Address ed:f1:4c:1f:7e0a

Personalization

Network Status B User

Image System Time 2020/7/10 13:02:47
Intelligent Operation Time 0 Day(s) 0 Hour(s) 15 Minute(s)
Events B

| Refresh |
Storage
Security

System



External Device

Lists temperature sensors hardware and firmware versions.

@ Live View & Photo $¥ Setup
Common Basic Info External Device
*  Basic Info Temperature Measurement Module

Local Settings Madel 14
BhErES Firmware Version 01
T

i Hardware Version 01
Server
User

Ports & Devices
Device Info

Personalization
Network
Image
Intelligent
Events
Storage
Security

System



Time

Setup a timer server or sync with computer time.

= Live View

Common Time | DST
Eastolnic Sync Mode [Sync with NTP Server v ;
Local Settings Time Zone [(UTC-05:00) Eastern Time(US & Canada),Bogota,Quito e
Ethemet System Time [2020-07-10 13:16:51 [T] [Sync with Gomputer Time |
*» Time ~NTP Server
Server NTP Server Address |time,google,c.om ||@
User Port 123 |
Pors fifinices Update Interval(s)
Device Info

Personalization
Network
Image
Intelligent
Events
Storage
Security

System



DST

Daylight savings time settings.

[ Live View

Commaon

Basic Info
Local Settings
Ethernet
b Time
Server
User
Ports & Devices
Device Info
Personalization
Network
Image
Intelligent
Events
Storage
Security

System

& Photo

_DST-
DST () On (8 Off
Start Time Apr “| | First V|| Sun
End Time Oct W| |Last | | Sun
DST Bias 60mins

v 02
w02

“ h
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Ports & Devices

Serial Port
Live View Photo ¥ Setup
Common Serial Port £ Wiegand Interface [0 Configuration Volume Control | lllumination USB
Basic Info ~RS485_1 rR5232 1
Local Settings Port Mode |Se(‘.urityf'Temperature | v Port Mode IC Card Mode 4
Ethernet s Es1 Baud Rate 19200 v
Time ["]Enable QR code reader Data Bits 3 v
e [[] Enable Security Module Stop Bits 1 T
cor | RS485 Address [o v| Parity P "
» Ports & Devices Baud Rate 115200 O Flow Control None N
Device Info Data Bits 8 v L Enable Trans-Channel
Personalization Stop Bits 1 LY
- B (v
Network Parity None
Flow Control None A4
Image
["] Enable Trans-Channel
Intelligent
Events sae |
Storage
Security

System



Weigand

Adjust protocol and format for the wiegard reader. (Proximity cards and keyfobs)

@ Live View [ Photo ¥ Setup
Common Serial Port | Wiegand Interface | 10 Configuration Volume Control Illlumination USB
Basic Info Wiegand Input 1 Wiegand Qutput 1
Protocol Wiegand 34 v Protocol Wiegand 34 v
Local Settings it g s £
Format Ascending C W Format Ascending O v
Ethernet
Server
User

* Ports & Devices
Device Info

Personalization
Network
Image
Intelligent
Events
Storage
Security

System



IO Configuration

Alam output configuration

[ Live View

= Photo £} Setup

Common

Basic Info
Local Settings
Ethernet
Time
Server
User
¥ Ports & Devices
Device Info
Personalization
Network
Image
Intelligent
Events
Storage
Security

System

Serial Port | Wiegand Interface 10 Configuration | Volume Control Illumination | USB

1D Enable Type Level Walue Pulse Width i
F1 v |Door Lock V| [Low Level v| 5 |s

F2 ] | Door Butto V| [Low Level V| [foo |ms

F3 ] | Alarm Qutp V| [Low Level w/| [100 |ms
-Access Control 1
Unlock Interval D 5

Daar Opening Timeout 5

Auto Door Lock Upon C... 0 On @ Off
Check Door Magnet Sta... ) On @ Off
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Volume Control

Adjust the volume of voice prompts.

™ Live View & Photo ¥ Setup
Common Serial Port Wiegand Interface 10 Configuration Volume Control | lllumination USB
Basic Info Turn Audio Off () Enable (@) Disable
Local Settings Volume —
it . save
Time
Server
User

* Ports & Devices
Device Info

Persaonalization
Network
Image
Intelligent
Events
Storage
Security

System



[llumination

Adjust screen brightness and timeout.

™ Live View = Photo £¥ Setup
Common Serial Port Wiegand Interface 10 Configuration | Volume Control Illumination | USB
Basic Info Energy Conservation
Local Settings Energy Saving llluminati...® On (O Off
Effective after Device Idl... —— (5 Minute(s)
Ethernet =
Schedule 00:00.00 [}~23:5959 [
Time ;
Brightness [10 |
Server

¥  Ports & Devices
Device Info

Personalization
Network
Image
Intelligent
Events
Storage
Security

System



uSB

You can update firmware via a USB memory stick and the devices built in USB port.

[ Live View

Common

Basic Info
Local Settings
Ethernet
Time
Server
User
? Ports & Devices
Device Info
Personalization
Network
Image
Intelligent
Events
Storage
Security

System

& Photo £ Setup

Serial Port | Wiegand Interface 10 Configuration

No usable USB device detected. Please refresh.

Volume Control

Illumination

UsB
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Maintenance Menu

This menu is used for firmware updates as well as diagnostic logs used for software debugging.

= Live View =] Photo ¥ Setup
Common Maintenance
Network ~Software Upgrade
Image Local Upgrade | |Browse | | Upgrade | []Upgrade Boot Program
Intelligent Cloud Upgrade [ Detect )
Events Config Management
Storage [ Default ] []Restore all settings to defaults without keeping current network and user settings.
Security Importing | | |Browse... | | Import
Exporting [ | | Browse... | | Export
System |
Diagnosis Info
Time o
Export Diagnosis Info | Browse. .. Export
Server

[/] Collect Image Debugging Info
Paorts & Devices

»  Maintenance Device Restart

B koot device

Note:1. Software upgrade, device restart, restoration to defaults or configuration import will restart the device.
2. Restarting the device will interrupt the connection to the device.

Temperature module maintenance
Repair the firmware of forehead temperature module

|Repair the firmware of wrist temperature module |

If you have any questions please give our Technical Support team a call at 828-252-2242 or Chat with us online at www.getscw.com.
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http://www.getscw.com
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